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\textbf{A B S T R A C T}

Information security is the backbone of current intelligent systems, such as the Internet of Things (IoT), smart grids, and Machine-to-Machine (M2M) communication. The increasing threat of information security requires new models to ensure the safe transmission of information through such systems. Recently, quantum systems have drawn much attention since they are expected to have a significant impact on the research in information security. This paper proposes a quantum teleportation scheme based on controlled multi-users to ensure the secure information transmission among users. Quantum teleportation is an original key element in a variety of quantum information tasks as well as quantum-based technologies, which plays a pivotal role in the current progress of quantum computing and communication. In the proposed scheme, the sender transmits the information to the receiver under the control of a third user or controller. Here, we show that the efficiency of the proposed scheme depends on the properties of the transmission channel and the honesty of the controller. Compared with various teleportation scheme presented recently in the literature, the most important difference in the proposed scheme is the possibility of suspicion about the honesty of the controller and, consequently, taking proper precautions.

1. Introduction

The new technologies, such as the Internet of Things (IoT), smart grids, and Machine-to-Machine (M2M) communication, herald a new era of computing whereby every conceivable object is equipped with, or connected to, a smart device, allowing a series of data and electronic information to be transmitted through the Internet \cite{1,2}. This information is processed intelligently to create new services for users. Accordingly, the scope of security risks is expanded, and the risk of compromise of electronic information is increasing. In order to cope with this risk, research and investment in the field of electronic information security have been growing steadily, and various security paradigms are being steadily developed \cite{3}.

Information security refers to protecting information and systems from dishonest or unauthorized access and disruptions. Previously, information security issues have been studied in a technological context \cite{4}, but the growing threat of information security has extended researchers’ attention to exploring solutions and new paradigms that ensure secure information transmission \cite{5,6}. Recently, quantum systems are promoting the technological revolution in the fields of computing and networking.

Regarding computation, the proper use of quantum computation opens up new possibilities. It makes feasible solutions to some problems that are computationally intractable to the classical networks and computers, such as factoring large numbers, detecting eavesdropping, and many other issues. There is no doubt that quantum networks and quantum computing systems will hybridize very soon, allowing applications to select the most efficient mechanism for accomplishing a particular function \cite{7}. For networking, it is widely demonstrated that quantum networks will significantly affect the information security \cite{8}. Like its classical counterpart, the quantum network supports the movement of information or data from place to place for the sake of distributed computation. The motivation for doing so is the same for both quantum and classical networks, such as the desire to connect people, to connect devices such as sensors or computers to share databases in separate locations, to name just a few. However, there are two significant differences between classical and quantum networking techniques, namely, the data type and the data transfer mechanism \cite{9}. Regarding the data type, quantum networks, and thereby quantum computation, use the quantum bit that is usually called a qubit, rather than the classical bits used in classical computation. As for the transfer mechanism, it is called teleportation in quantum networks \cite{9,10}. Quantum Teleportation (QT)
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is the crux of quantum networks for 20 years [11]. QT enables unknown quantum states to be teleported (or transferred) reliably from one object to another over a long distance, without the physical movement of the object itself (A recent article teleported quantum states across a distance of 1400 km [12]). Experimentally, the information encoded in quantum light moves and is reconstructed remotely, while the sender device remains in its original position. Here, the receiver, usually called Bob, can be any form of physical device different from the sender, who is commonly known as Alice [13]. In contrast, classical communication exchanges information by physically copying data and transmitting the copy. The rules of quantum mechanics prohibit the creation of independent copies of unknown arbitrary quantum information. Accordingly, from the perspective of information security, quantum networks are much safer than classical networks [7–14].

Since the early seminal work of Bennett et al. [15], which allowed teleportation of an arbitrary qubit between two remote locations, scientists have made noticeable progress with QT in both theoretical studies [16,17] and experimental applications [18–20]. The idea of quantum teleportation was generalized by Karlsson et al. to be Controlled Quantum Teleportation (CQT) [21]. Later on, with the rapid development of networking, the application of CQT in the field of information security has received extensive attention [6,21]. The principle of CQT is that the encoded information can be teleported successfully from a sender Alice to a receiver Bob only with the permission and further collaboration of the third user Charlie as a controller or supervisor [22]. This kind of information transmission can be extended to sharing a quantum secret among several receivers, which is the same as quantum state sharing [23]. Since CQT is very useful in cryptographic conferences and quantum networks, it has become a particularly interesting subject in recent years compared with the typical QT [22,23]. However, most recent contributions in CQT assumed the cooperation of all users of the networks. In other words, without the help and cooperation of Charlie, the teleportation process between Alice and Bob cannot be realized [22–24]. Intuitively, this limitation is not usually the case, especially when there is a suspicion that the controller is dishonest and, consequently, information security is at risk or, at least, the receiver Bob may not get the original information in a correct manner. In this paper, we propose that a multi-user-based CQT scheme achieves information transmission successfully. We analyze the security of the proposed scheme and discuss whether the controller is honest or dishonest. The efficiency of the proposed scheme is discussed by calculating the transmission fidelity of the teleported information in both cases, i.e. when the controller is either honest or dishonest. In addition, we investigate the robustness of the utilized channel in the presence of a dishonest controller, assuming the worst scenario. This paper is organized as follows: section 2 shows a few basic concepts in the quantum world that will help the reader to go through the paper. Section 3 provides a broad literature review and the motivation for writing this paper. Section 4 shows the proposed teleportation scheme. The efficiency of the proposed scheme is investigated in section 5. Finally, section 6 presents an overall discussion and conclusion of the paper.

2. Basic concepts from the quantum world

This section highlights the most important concepts in the area of quantum information that may help the reader to follow the paper. A classical bit is a kind of physical system that has two stable Boolean states: 0 and 1. Quantum bit, or qubit, is a quantum system in which the Boolean states 0 and 1 are represented by a prescribed pair of normalized and mutually orthogonal quantum states labeled as \( |0 \rangle \) and \( |1 \rangle \). Qubits derive their extraordinary power from the coherent quantum superposition of both states. Actually, this phenomenon which is called quantum parallelism allows the states to be both 0 and 1 at the same time.

A collection of \( n \) qubits is called a quantum register of size \( n \). A quantum logic gate is a device that performs a fixed unitary operation on selected qubits in a fixed period. Quantum network is a device consisting of quantum logic gates whose computational steps are synchronized in time. Entanglement is a new kind of correlation between two or more subsystems of quantum systems [25]. It is a main ingredient of quantum communication theory that does not exist in any classical system. The basic idea of quantum entanglement is that two qubits can be intimately linked to each other even if they are separated by billions of light-years of space; a change induced in one qubit will affect the other. From entanglement comes the power of teleportation, which is based on entanglement and a classical channel [25].

Simply, teleportation can be defined as the process of transmitting quantum information from one location to another with the help of classical communication and a previously shared quantum channel between the sending and receiving locations. Quantum channel is a communication channel that can transmit quantum information and classical information. An example of quantum information is the state of a qubit. This qubit may be either in the normal (non-accelerated) state or the accelerated state. Physically, qubits take the form of photons resulting from changes in the electric field.

An important concept related to the teleportation is the transmission fidelity, which is also an essential part of communication theory. For any given communication scheme, the transmission fidelity is a quantitative measure of the accuracy of transmission. In other words, it measures whether the transmitted information is the same as the information sent or there is something missing during the teleportation. In this paper, we measure the transmission fidelity in order to investigate the efficiency and security of the controlled teleportation.

3. Literature review and motivation

Research work on quantum networking can be said to begin with Bennett’s protocol, which originated around 1996. In the Bennett scheme, the quantum channel includes two qubits only, specifically, two users Alice and Bob [15]. The communication scheme runs when Alice applies a Bell measurement on her own qubit and the qubit of the unknown quantum information. Then, Bob reconstructs the unknown quantum information by applying an adequate unitary operation on his qubit according to Alice’s measurement result.

The QT of single-qubit information using three-qubit information can be realized with two possible schemes: Standard Quantum Teleportation (SQT) and CQT [26]. In the former scheme, Alice gets two qubits of the shared information, whereas Bob gets only one qubit. Alice takes a Bell measurement on her qubits and then sends, via a classical channel, the result to Bob. To get an exact copy of the information sent, Bob performs an appropriate unitary transformation on his own qubit [26].

In the second scheme, Alice, Bob and the third user Charlie, share their qubits. The benefit of the third user here is to enhance the security of the teleportation process. For this reason, the teleportation process is called CQT, where Charlie has full control over the teleportation process and is considered a supervisor. It is widely demonstrated that CQT is very useful for the expected quantum computers [26,27]. Therefore, this article focuses on CQT.

CQT runs when Alice measures the standard two-qubit Bell measurement on her two qubits, and Charlie measures his qubit on the orthogonal basis of a single qubit. Both Alice and Charlie send their measurement results to Bob, who then performs a single transformation on his qubits to produce an exact copy of the information being sent. It is clear that if Charlie is not involved, Bob can never construct a copy of the original information. In other words, assuming that a fourth user (such as the eavesdropper) can successfully steal the particles of Alice and Bob successfully, the eavesdropper can never construct the original information because Charlie’s role is mandatory for this operation [22,24,26].
Due to its importance, CQT has attracted much concern. The first contribution was introduced by Karlsson et al. in Ref. [20], where the unknown information could be sent to one receiver according to the controller’s measurement outcome. After Karlsson’s scheme, many CQT protocols were proposed for teleporting unknown information using different quantum channels. For example, in Refs. [24,28], the authors presented a general idea of constructing methods for multi-qubit quantum teleportation between two remote users with the control of other agents.

In [30], the authors proposed an improved CQT scheme using the quantum entanglement swapping procedure. The scheme assumes that Bob is dishonest and he is recognized by the trusted Charlie. So, after Alice gets the feedback information from Charlie, she can confirm Bob’s identity and send the quantum information to Bob. The scheme can effectively prevent the counterfeit identity attacks to ensure the security of quantum teleportation. Finally, in Ref. [22], the authors designed a quantum circuit that can construct information suitable for perfect CQT. They evaluated their scheme by calculating three items: teleportation transmission fidelity, success probability, and the controller’s power.

On the other hand, most previous studies have assumed that three users are in the normal or non-accelerated frame. However, the modern world exhibits complex and dynamic structures, which are difficult to handle with simple or general models. As such, modern applications of quantum communication may require more than one user so that all users of the quantum network are in an accelerated state [31]. In fact, the idea of having more than one accelerated qubits or users is not new in the field of quantum teleportation. In 2004, Alsing et al. presented the first teleportation scheme with a uniformly accelerated qubit [32]. Since then, many authors focused on this interdisciplinary field [33,34]. The authors of the current paper proposed a contribution using accelerated users to achieve the quantum teleportation task [35]. The current paper is an extension of that contribution.

From this brief review, it is clear that most of the previous works concerned with CQT assume that the three users, Alice, Bob and Charlie, are in cooperation [20,23,36]. However, it is possible that the controller Charlie may be dishonest and, consequently, the receiver Bob may not get the original information in the correct way. In this case, many questions are raised. What about information security? What happens if all three users are in the accelerated frame?

Both of these questions and the need to build a secure quantum communication network have prompted the authors of this paper to conduct a more in-depth study of the controlled teleportation scheme. Accordingly, the subject of this paper is to investigate the behavior of controlled quantum teleportation in both cases of the controller, either he/she is honest or dishonest. Also, this paper tries to find out a suitable communication channel in various situations. These concerns are addressed in this paper in terms of accelerated users.

4. The proposed teleportation scheme

This section addresses the proposed scheme that is an extension of our previous scheme published recently in Ref. [35]. And it is worth emphasizing that the main contribution of the current paper is that it considers the dishonest situation of the controller or the third user, whereas our previous work [35] assumed that all users are honest. In this case, we assume that the users share three types of qubit states with GHZ and GHZ-like states in different categories. Fig. 1 illustrates two circuits showing that both of these states can be generated, via local operations, as Hadamard gate and Controlled NOT (CNOT) gate.

Simply, the Hadamard gate transfers the state $|0\rangle$ or $|1\rangle$ into an equal superposition $|0\rangle + |1\rangle$. The operation of CNOT gate operates on two qubits, which simply flips the state of the second qubit if and only if the first qubit is in state $|1\rangle$. It means that keeping the first qubit unchanged if it is in state $|0\rangle$. By applying these gates, as shown in Fig. 1, we can get the state vectors of the GHZ and GHZ-like states, which can be described as follows:

$$|\psi^+\rangle = \frac{1}{\sqrt{2}}(|000\rangle + |111\rangle),$$

$$|\psi^-\rangle = \frac{1}{2}(|001\rangle + |010\rangle + |100\rangle + |111\rangle)$$

(1)

4.1. Preparing the quantum channels

Since we are interested in using the accelerated quantum qubit states to perform teleportation, we assume that the qubit states in Eq. (4) evolve in the acceleration, non-inertial frame, according to the following transformations:

$$|\psi_k\rangle_U = \text{cos}(|\psi_k\rangle_I |\psi_k\rangle_U + \text{sin}(|\psi_k\rangle_I |\psi_k\rangle_U),$$

$$|\psi_k\rangle_U = |\psi_k\rangle_I |\psi_k\rangle_U$$

(2)

where $k = 0, 1, 2$ and 3 stand for the teleported information qubit, the first, second and third qubit of channel, respectively. The definition of the acceleration for one qubit with respect to the others, $r$, is given by $\tan r = \exp [-\pi \omega_c / \alpha_k]$, where $0 \leq \alpha_k \leq \pi / 4$. The parameter $\alpha_k$ is the acceleration of the qubits with respect to the speed of light, where $0 \leq \alpha_k \leq \infty$. The parameter $\alpha_k$ represents the frequency of the traveling qubit, and $r$ represents the speed of light. The parameters $|n\rangle_l$ and $|n\rangle_U$ (n = 0, 1) indicate two causally disconnected regions in the Rindler space [37,38]. It is assumed that each of the two described quantum qubit states represents a channel that contains three qubits, where each qubit represents a user moving in a uniform acceleration. Using the transformation in Eq. (4.1), we get the final state in both Rindler regions I and II. By tracing out the quantum qubit states in the second region II, we get the final accelerated quantum qubit state in region I [39] of each quantum qubit state as follows:

1. The accelerated quantum GHZ-state in the first region, $|\psi_k^{(i)}\rangle$, is described by an $8 \times 8$ matrix, where the non-zero elements are given as:

$$
\begin{align*}
\varphi_{11}^{(1)} &= C_1^2 C_2^2 C_3^2, & \varphi_{22}^{(2)} &= C_1^2 C_3^2, \\
\varphi_{33}^{(3)} &= C_1^2 C_2^2 S_2^2, & \varphi_{44}^{(4)} &= C_2^2 S_2^2, \\
\varphi_{55}^{(5)} &= C_1^2 S_2^2, & \varphi_{66}^{(6)} &= S_2^2, \\
\varphi_{77}^{(7)} &= C_1^2 S_2^2 S_2^2, & \varphi_{88}^{(8)} &= S_2^2 S_2^2 + 1, \\
\varphi_{99}^{(9)} &= \varphi_{10}^{(10)} &= C_1 C_2 C_3
\end{align*}
$$

(3)
2. The accelerated quantum GHZ-like state in the first region, \( \rho^{(1)}_{\text{fi}} \), is described by an 8 \( \times \) 8 matrix, where the non-zero elements, in this case, are given as:

\[
\begin{align*}
\rho^{(22)}_{\text{fi}} &= C_3^2 C_3^2, \\
\rho^{(23)}_{\text{fi}} &= \rho^{(32)}_{\text{fi}} = C_1 C_2 C_2^2, \\
\rho^{(24)}_{\text{fi}} &= \rho^{(42)}_{\text{fi}} = C_2 C_3, \\
\rho^{(25)}_{\text{fi}} &= \rho^{(52)}_{\text{fi}} = C_1 C_3 C_2^2, \\
\rho^{(26)}_{\text{fi}} &= \rho^{(62)}_{\text{fi}} = S_3^2 C_3^2 + S_3^3 C_2^2, \\
\rho^{(27)}_{\text{fi}} &= \rho^{(72)}_{\text{fi}} = C_1 C_3 S_3^2, \\
\rho^{(28)}_{\text{fi}} &= \rho^{(82)}_{\text{fi}} = C_1 C_3 C_3^2, \\
\rho^{(33)}_{\text{fi}} &= C_3^3 C_3^2, \\
\rho^{(34)}_{\text{fi}} &= \rho^{(43)}_{\text{fi}} = C_2 C_3 C_2, \\
\rho^{(35)}_{\text{fi}} &= S_3^2 C_3^2 + S_3^3 C_2^2, \\
\rho^{(36)}_{\text{fi}} &= S_3^2 C_3^2 + S_3^3 C_2^2, \\
\rho^{(37)}_{\text{fi}} &= \rho^{(73)}_{\text{fi}} = C_1 C_3 S_3^2, \\
\rho^{(38)}_{\text{fi}} &= \rho^{(83)}_{\text{fi}} = C_1 C_3 C_3^2, \\
\rho^{(44)}_{\text{fi}} &= S_3^3 C_3^2 + S_3^4 C_2^2, \\
\rho^{(45)}_{\text{fi}} &= \rho^{(54)}_{\text{fi}} = S_3^3 C_3^2 + S_3^4 C_2^2, \\
\rho^{(46)}_{\text{fi}} &= \rho^{(64)}_{\text{fi}} = C_1 C_3 S_3^2, \\
\rho^{(47)}_{\text{fi}} &= \rho^{(74)}_{\text{fi}} = C_1 C_3 S_3^2, \\
\rho^{(48)}_{\text{fi}} &= \rho^{(84)}_{\text{fi}} = C_1 C_3 C_3^2, \\
\rho^{(55)}_{\text{fi}} &= S_3^4 C_3^2 + S_3^5 C_2^2, \\
\rho^{(56)}_{\text{fi}} &= S_3^4 C_3^2 + S_3^5 C_2^2, \\
\rho^{(57)}_{\text{fi}} &= \rho^{(65)}_{\text{fi}} = C_1 C_3 S_3^2, \\
\rho^{(58)}_{\text{fi}} &= \rho^{(75)}_{\text{fi}} = C_1 C_3 S_3^2, \\
\rho^{(66)}_{\text{fi}} &= S_3^5 C_3^2 + S_3^6 C_2^2, \\
\rho^{(67)}_{\text{fi}} &= \rho^{(76)}_{\text{fi}} = C_1 C_3 S_3^2, \\
\rho^{(68)}_{\text{fi}} &= \rho^{(86)}_{\text{fi}} = C_1 C_3 C_3^2, \\
\rho^{(77)}_{\text{fi}} &= \rho^{(87)}_{\text{fi}} = S_3^5 C_3^2 + S_3^6 C_2^2, \\
\rho^{(78)}_{\text{fi}} &= \rho^{(88)}_{\text{fi}} = S_3^6 C_3^2 + S_3^7 C_2^2 + 1
\end{align*}
\]

where \( C_k = \cos \theta_k \), \( S_k = \sin \theta_k \) and \( k = 1, 2, 3 \) are the first, second, and third qubit of the corresponding channel, respectively.

4.2. Describing the proposed scheme

Now, after preparing the multi-qubit accelerated channels, the users are ready to perform the controlled quantum teleportation scheme [35]. A schematic diagram of the proposed teleportation scheme is depicted in Fig. 2. The locations of the three qubits named Alice, Bob and Charlie, are entangled with each other via a quantum channel. And the quantum information can be transmitted from one location to another, with the help of the classical communication and the previously shared quantum entanglement among the three locations. We can summarize the proposed scheme into the following steps:

1. Alice combines the teleported state with her accelerated qubit.
2. Alice performs Bell Measurements (BM) on her two qubits.
3. Charlie makes the Von Neuman measurement on his qubit, then he and Alice send their measurements to Bob. This will help Bob to recover the teleported information.
4. Based on Alice’s and Charlie’s measurements, Bob applies one of the appropriate unitary operations, such as bit-flip (X), phase flip (Z), or bit-phase flip (Y) qubit operation, to get the initial teleported information.

Suppose that the information which Alice wishes to teleport to Bob is coded in quantum qubit \( |+\rangle \) or \( |--\rangle \),

\[
|+\rangle = \alpha |0\rangle_0 + \beta |1\rangle_0,
|--\rangle = \alpha |0\rangle_0 - \beta |1\rangle_0
\]

where \( |\alpha|^2 + |\beta|^2 = 1 \). Qubit 0 denotes the qubit which contains the coded information of the message that will be teleported, and qubits 1, 2 and 3 denote the three qubits of quantum channels that belong to Alice, Bob, and Charlie, respectively.

Now, we proceed to describe how the controller (Charlie) controls the teleportation of information between the sender (Alice) and the receiver (Bob), where the users share the accelerated channels which are described by Eq.(4.1), Eq.(4.1), and Eq.(4.2) for the GHZ and GHZ-like states, respectively.

1. The accelerated GHZ-state

Let us assume that the users share the accelerated GHZ state given in Eq.(4.1) as a quantum channel. In order to teleport the information, which is coded in Eq.(4.2), the users follow the steps as described in the proposed scheme. Table 1 shows the appropriate operations which can be performed by each user [35].

2. The accelerated GHZ-like state

In this case, the accelerated GHZ-like state, which is given in Eq.(4.1),
is used as a quantum channel to perform the quantum teleportation scheme. Bob can retrieve the information by applying the appropriate operation depending on Alice’s and Charlie’s measurements, as shown in Table 2.

5. Efficiency of the proposed scheme

To investigate the effectiveness of the proposed scheme, we need to calculate the transmission fidelity of the teleported information. Fidelity is a quantum measurement method used to express the probability that one state passes a test to identify another state. For this reason, fidelity is called the transition probability.

Since the users cooperate to teleport the coded state from Alice to Bob, the transmission fidelity of the teleported state depends on the honesty or dishonesty of the controller. Mathematically, the transmission fidelity $F = tr(\rho_{\text{initial}}\rho_{\text{final}})$, where $\rho_{\text{initial}}$ is given by the quantum qubit state of the coded information, and $\rho_{\text{final}}$ is given by the quantum qubit state of the corresponding channel at Bob’s side. Therefore, we may have one of the following two cases.

5.1. Case of an honest controller

For the accelerated GHZ state, Bob can end the teleportation scheme by applying an adequate operation from those given in Table 1 in order to retrieve the teleported information. Bob gets the coded information with a transmission fidelity that depends on both Alice’s and Charlie’s measurements. Namely, we will consider the two cases when Alice measures $\rho^A$ and $\rho^C$, where Charlie’s measurement is $x$. In both cases, the transmission fidelity of the teleported information in the case of an honest controller is $F^H_{\text{GHZ}}$. Then, $F^H_{\text{GHZ}}$ for both Alice’s measurements, $\rho^A$ and $\rho^C$, is given respectively as:

$$F^H_{\text{GHZ}} = \langle \alpha^4 C_1 C_2^2 (C_3^2 + S_3^2) + \alpha^5 C_1^2 S_3^2 (C_2^2 + S_2^2) + 2\alpha^5 C_2 C_1^2 C_3 S_2^2 (C_3^2 + S_3^2) + \alpha^6 \rangle$$

(6)

$$F^H_{\text{GHZ}} = \langle \alpha^4 C_1^2 S_3^2 (C_3^2 + S_3^2) + \alpha^5 C_1^2 S_3^2 (C_2^2 + S_2^2) + 2\alpha^5 C_2 C_1^2 C_3 S_2^2 (C_3^2 + S_3^2) + \alpha^6 \rangle$$

(7)

Fig. 3 shows the behavior of transmission fidelity in the case of using GHZ state as a quantum channel. In the case of using GHZ-like state as a quantum channel, Bob gets the coded information with a transmission fidelity that depends on both Alice’s and Charlie’s measurements, similar to GHZ state. Here, we will also consider Alice’s measurements. Namely, we will consider the two cases when Alice measures $\rho^C$, $\rho^C$, where Charlie’s measurement is $0$ in both cases. The transmission fidelity of the teleported information in the case of an honest controller is $F^H_{\rho}$. Then, $F^H_{\rho}$ for both Alice’s measurements, $\rho^A_{\rho}$ and $\rho^C_{\rho}$, is given respectively as:

$$F^H_{\rho} = \langle \alpha^4 C_1^2 C_2^2 (C_3^2 + S_3^2) + \alpha^5 C_1^2 S_3^2 (C_2^2 + S_2^2) + \alpha^6 C_2^2 C_3 S_2^2 (C_3^2 + S_3^2) + \alpha^7 + 2\alpha^5 C_1 C_2 C_3 S_2^2 C_3^2 \rangle$$

(8)

$$F^H_{\rho} = \langle \alpha^4 C_1^2 C_2^2 (C_3^2 + S_3^2) + \alpha^5 C_1^2 S_3^2 (C_2^2 + S_2^2) + \alpha^6 C_2^2 C_3 S_2^2 (C_3^2 + S_3^2) + \alpha^7 + 2\alpha^5 C_1 C_2 C_3 S_2^2 C_3^2 \rangle$$

(9)

Fig. 4 shows the behavior of transmission fidelity in the case of using GHZ-like state as a quantum channel. It is clear from Figs. 3 and 4 that the performance of the transmission fidelity is identical, to some extent, in both cases using GHZ or GHZ-like states.

5.2. Case of a dishonest controller

In this case, we are doubtful about the authentication of the controller Charlie. In other words, Charlie is dishonest and, thereby, sends an incorrect measurement to Bob. Consequently, Bob ends the protocol by applying an adequate operation given in Table 1 according to Charlie’s measurement. Here, we consider that the users share the accelerated GHZ-state, which is given in Eq. (4.1), and Alice measures $\rho^C$, whereas Charlie’s measurement is $x$. Then, the transmission fidelity of the teleported information in the case of a dishonest controller $F^{\text{D}}_{\rho}$ is given as:

$$F^{\text{D}}_{\rho} = \langle \alpha^4 C_1^2 S_3^2 (C_3^2 + S_3^2) + \alpha^5 C_1^2 S_3^2 (C_2^2 + S_2^2) + \alpha^6 C_2^2 C_1 S_2^2 (C_3^2 + S_3^2) + \alpha^7 + 2\alpha^5 C_1 C_2 C_3 S_2^2 C_3^2 \rangle$$

(10)

On the other hand, if the users share the accelerated GHZ-like state, which is given in Eq. (4.1), and Charlie plays the role of a dishonest controller, then Bob will get the coded information with a transmission fidelity depending on both Alice’s and Charlie’s measurements. For example, if Alice measures $\rho^A$ and Charlie measures 1, then the transmission fidelity of the teleported information in the case of a dishonest controller $F^{\text{D}}_{\rho}$ is given as:

$$F^{\text{D}}_{\rho} = \langle \alpha^4 C_1^2 (S_3^2 + S_3^2) + \alpha^5 C_1^2 (S_2^2 + S_2^2) + \alpha^6 C_2^2 C_1 (S_3^2 + S_3^2) + \alpha^7 + 2\alpha^5 C_1 C_2 C_3 S_2^2 C_3^2 \rangle$$

(11)
The fidelity behaviors of the teleported state given in Eq. (10) for GHZ state and Eq. (11) for GHZ-like state are shown in Fig. 6. In the case of GHZ state, it is clear that at acceleration $r_c = 0$, the transmission fidelity $\mathcal{F}_{GHZ} = 0$, which means that there is no information received at Bob’s side. Then, the transmission fidelity increases as acceleration $r_c$ increases gradually till it reaches its maximum bound at $r_c = 0.8$. In contrast, in the case of GHZ-like state, the transmission fidelity $\mathcal{F}_{GL} = 1$ when all particles are inactivated, i.e., non-accelerated ($r_c = 0$). However, as $r_c$ increases, the transmission fidelity $\mathcal{F}_{GL}$ decreases gradually till it reaches its minimum bound at $r_c = 0.8$.

According to Figs. 5 and 6, it is clear that using the accelerated GHZ state as a quantum channel to achieve quantum teleportation is much better than using the accelerated GHZ-like state when we are confirmed that the controller or the third user is honest. This may coincide with most contributions in literature, which shows that the standard GHZ state is optimum for CQT. However, GHZ’s behavior changes dramatically when there is a doubt about security, i.e., when the controller is dishonest or non-authenticated. The proposed scheme here shows that GHZ-like state is more robust than the standard GHZ state against the dishonesty or authenticity of the controller.

It is worth to mention that the above comparison between GHZ and GHZ-like states when the controller Charlie is dishonest assumes that Charlie has the same acceleration value as both Alice and Bob’s acceleration. Towards a more complex scheme, let us assume that Charlie has a different acceleration value ($r_c$) from those Alice ($r_a$) and Bob ($r_b$) have, as depicted in Fig. 7. Here, Fig. 7(a) describes the behavior of $\mathcal{F}_{GHZ}$ where the three partners use the accelerated GHZ-state as a quantum channel. It is clear that the transmission fidelity increases as the acceleration of the controller ($r_c$) increases. However, when the three qubits are accelerated with the same acceleration (i.e., $r_a = r_b = r_c = r$), the performance is finally improved (after $r = 0.5$).

For the case that GHZ-like state is used as a quantum channel, and the controller is still dishonest, the behavior is different. It is clear that as $r_c$ increases, the transmission fidelity $\mathcal{F}_{GL}$ decreases for smaller values of $r_a = r_b = r$. However, for larger values (i.e., 0.1, and then 0.3) of the sender’s and the receiver’s acceleration, the performance can be improved by decreasing the acceleration of the dishonest controller.

6. Discussion and conclusion

It is widely agreed that quantum teleportation is a cornerstone in a variety of quantum-based technologies, such as quantum networks, quantum communication, and quantum computing. It is generalized into a controlled quantum teleportation scheme in which a third user, namely the controller, supervises the information transmission between the sender and the receiver. Most of the contributions in the literature adopted the standard GHZ state as a quantum channel and assumed that the controller should be honest and cooperate with other users in order to achieve information transmission protocol. In addition, they assumed that the three users are inactive, i.e., non-accelerated.

This paper presents a new scheme that can perform the controlled quantum teleportation using both GHZ and GHZ-like states as quantum channels. Using the fidelity transmission, we confirm the result
accomplished by most contributions in the literature, that is, GHZ state is the best quantum channel when the network users cooperate to transmit the information from the sender to the receiver. In this case, the fidelity of the teleported information decreases as the acceleration of the three users increases according to the type of the channel used. If the channel used is the accelerated GHZ-like state, the decay rate of the fidelity is greater than that when the channel is GHZ state.

The most important contribution of this paper is that it focuses on the situation where there is no evidence about the honesty of the controller or the third user. We show that in such a case, the GHZ-like state is the best quantum channel that can be used. Compared with the standard GHZ network, the fidelity transmission via the accelerated GHZ-like network is higher than that of the accelerated GHZ network. That is to say, under zero acceleration, the fidelity transmission via GHZ-like state is maximum, whereas it is zero via GHZ state. As the acceleration increases, the fidelity increases gradually when the accelerated GHZ state is used and decreases for the GHZ-like state.

Overall, we show here that the minimum bound of the fidelity of the accelerated GHZ-like state is still greater than the upper bound that depicted for the accelerated GHZ state, which gives the makes the previous state more advantageous. Furthermore, there is a possibility to improve the fidelity of the teleported state by decreasing the acceleration of the controller while increasing the acceleration of the sender and the receiver.

The impact of the proposed scheme is that it can be utilized to construct secure controlled quantum channels, which will be useful to future quantum computers. The efficiency of the proposed teleportation scheme is quantified by evaluating the fidelity of the teleported information. Since information security is concerned in this paper, it is worth mentioning that the different quantitative models starting from decision, control, and game theories address various information security problems [40].

With recent achievements in quantum computing and quantum information theories, it is known that quantum game theory may be useful in studying quantum communication to maximize the effective communication. Thus, we are planning to use quantum game theory to improve the network security of the proposed protocol. Namely, we will investigate the security of quantum games to prevent cheating. Next, we are planning to extend the model to wider and more complex quantum networks.
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